e SEPTTEYJIEP - UCCJIEOOBAHWNA « RESEARCHERS

MPHTW 06.39.27; 06.39.31  DOl:https://doi.org/10.55871/2072-9847-2025-69-4-116-128

WakunpoBa H.A.* PaxmeTtoB H.XK.

Marnctp IT  TOO «LleHTp nccnefoBaHui, aHanmsa 1 oLeHKu

AO «LleHTp 31eKTPOHHbLIX PrHAHCOB» 3ddekTMBHOCTU»
AcTaHa, Pecnybnuka KasaxcraH ActaHa, Pecnybnuka KasaxcraH
E-mail: dyomindom@gmail.com E-mail: nurlybek.r@gmail.com
CoizgbikoBa A.C. bokaeB b.H.

AO «LleHTp 31eKTPOHHbLIX prHAHCOB» PhD, nccnepoBatenb
AcTaHa, Pecnybimka KasaxctaH Cupaky3ckuin YHUBepcuTeT
E-mail: anelya2391@gmail.com LLIkona rpaxzaHcTBa 1 cBs3ei

c obLlecTBeHHOCTLIO Makceenna, CLUA
e-mail: b.bokayev@syr.edu
ORCID: 0000-0002-1037-7085

METOOOJTION'MYECKUE OCHOBbI NMPOBEAEHUYA
ITAYOUTA N OLUEHKU DODPEKTUBHOCTU OEATE/IbHOCTU
roCYaAPCTBEHHbIX OPTAHOB NO NPUMEHEHUIO UKT

B PECMNYBJIUKE KA3AXCTAH

AHHOTaLMA. B cTaTbe NpejcTaBieHbl pesynbTaTbl KOMMIEKCHOW UCCeA0BaTeIbCKon paboThbl, Ha-
npaBfeHHON Ha n3y4yeHne MeTOAO0NOrMYECKNX, HOPMATUBHbBIX 1N NPaKTUYeCKMX acnekToB BHeape-
HUA UT-ayauTa B c1ucTeme rocyfapcTBeHHOro ynpasneHuns Pecnybnvkn KasaxcraH. MiccnegosaHne
OXBaTbIBaeT aHaN3 CYLLECTBYIOLMX MOAXOA0B K oueHKe 3¢ $eKTUBHOCTN NpUMeHeHNs NHbopma-
LMOHHO-KOMMYHMKaLMOHHbLIX TexHonoruii (MKT) B rocyfapcTBeHHbIX OpraHax 1 1Ux COOTHOLUEeHue
C aKTyanbHbIMW MeXAyHapoAHbIMW cTaHZapTamu ayauta ISSAI 5300, COBIT 2019 v ISO/IEC 27001.
Ha ocHOBe NpoBefeHHOro CPaBHUTENBLHOMO aHaNN3a HaLMOHAaNbHOW NPaKTUKN rocyapCTBEHHOro
ayAuTa 1 3apybexHbIX NoAXOoA0B, NpUMeHsAeMbIX B Bbiclunx opraHax ayauta (BOA) gpyrux cTpaH,
pa3paboTaHa 0bHOB/MEHHas KOMMJIeKCHas MeToguKka nposegeHunsa UT-ayanTa. MNpejnoxeHHas me-
TOAMKA BK/IIOYAET NHCTPYMEHTBLI OLeHKMN LiGPOBOIA 3peoCT rocyJapCTBEHHbIX yUpeXAeHNii, aHa-
N3 pesynbTaTMBHOCTU 1 3$eKTUBHOCTU MT-NPOLIEeCcCOoB, a TakxKe NHTerpaLio Mep no ynpas/ieHnto
NHGOPMaLMOHHBIMU pPUCKaMn. MeToA0N0rMYeCcKo OCHOBOI COBEPLLEHCTBOBAHWA METOAMKN ABNS-
eTca TpexypoBHeBas MHTerpauusa: obbegnHeHne MexayHapoaHblx ctaHAapTos ISSAI 5300, COBIT
2019 n ISO/IEC 27001 € HaUMOHaNbHBIMW HOPMAaTUBHbLIMU TpeboBaHMAMU; BHeApeHne KOMOUHNPO-
BaHHOV MOZeNN OLEeHKN LinpoBOI 3pefiocTh, aAanTUPOBAHHOM K Ka3axCTaHCKMM peannsM; npume-
HeHWe CUCTeMbl KONMYECTBEHHbIX MOKasaTesnel N Ka4eCTBEHHbIX NHAMKATOPOB pe3y/bTaTUBHOCTU
NT-npoueccoB. YcoBepLUeHCTBOBaHHAsA MeToAMKa obecrneurBaeT MHTErpauuio KonmvecTBeHHbIX
nokasaresnein 3¢GeKTUBHOCTA, PUCK-OPUEHTUPOBAHHOIO aHanm3a nHepactTpykTypbl VKT 1 npuHUK-
NoB yNpaBasemMocTy NHGOPMaLMOHHBIX TEXHONOMNI B rOCYAaPCTBEHHbIX OpraHax.

Peanusaums npesnoXeHHbIX MEeTOA0NOrMYeckX MOoAXOA0B VN NHCTPYMEHTOB MO3BOAUT rocyaap-
CTBEHHbIM OpraHam Pecnybanku KasaxctaH 1 ayAUTOPCKUM OpraHaMm: MOBbICUTb MPO3PaYHOCTb Y
06BEKTVNBHOCTb OLIEHKM COCTOAHMSA LIM$GPOBOY TpaHCGOpMaLMK; YAYULLNTE Ka4YecTBO U 060CHOBaH-
HOCTb ayAUTOPCKMX 3aKOYEeHUI 1 peKoMeHAauUnii; obecneunTs 3¢pPekTMBHOCTL NPOLECcCoB BHe-
ApeHunsa VKT n paymoHanbHoe 1cnosib3oBaHne UT-pecypcoB; CHU3UTE MHGOPMaLMOHHBbIE PUCKA U
NOBbICUTb YPOBEHb MHPOPMALIMOHHOM 6€30MacHOCTU.

KnroueBble cnosa: IT-ayanT, nHGopMaLmMoHHasa 6e3onacHocTb, ISSAI 5300, COBIT 2019, ISO 27001,
rocyAapCTBeHHbIN ayanT, addekTnBHocTb VKT

BBEAEHWE

B ycnoBumsix 4etBepToM MPOMbILLIEHHOW PEBOMOLMN FOCYAaPCTBEHHbIV CEKTOP 3apybex-
HbIX CTPaH aKTUBHO BHeApsieT MHHOBALWOHHbIE MHGOPMALMOHHbIE TEXHOOTMN U LndpoBble
cepsucbl. o gaHHbIM OpraHM3aLumm 3KOHOMNYECKOro coTpyaHuyectaa 1 passutnd (O3CP) n Op-
raHmsaunm O6beanHeHHbIX Hauwia, o0 rocygapcTBeHHbIX pacxosos Ha VKT gocturaet 3-5% ot
obuiero 6rogkeTa pa3BuTbix cTpaH [1]. OgHaKo nccnefoBaHNs, NpoBeAeHHbIe KOHCANTUHIOBOM
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koMnaHuel McKinsey, cBUAeTeNnbCTBYHOT 0 TOM, 4TO 40-60% KpynHbIX VT-NpoekToB B rocyaap-
CTBEHHOM CeKkTope NM60 NpeBbILLatoT NepBOHaYaibHY CMeTy, 60 He JOCTUratoT 3anaaHnpo-
BaHHbIX Lenein [2].

MpoBan rocyfapcTBeHHbIX VIT-MpoekToB 06yC10B/IeH KOMM/IEKCOM B3aMOCBA3aHHbIX dak-
TOPOB: HeAOCTAaTOYHOW NPOPabOTKOWN NIAHOB U pa3MblBaHEM MacliTaba NpPoeKToB, NPUBOAS-
LMW K HEKOHTPOJIPYEMOMY PacLLUMPeHNto 0bbema paboT; cabbiM B3aUMOAEeNCTBUEM C 3aUH-
TepecoBaHHbIMU CTOPOHaMW; HeaZeKBaTHbIM yrpaBieHneM puckamu n gednumtom keanndu-
LMPOBAHHbIX KaApOB; TEXHONOMMYECKM YCTapeBaHeM peLleHunin BCneAcTBMe HeJ0CTaTOUHOM
aflanTUBHOCTUN K N3MEHALWMMCA YCI0BUSAM. DTO 06yC/aBinBaeT HeEOOXOANMOCTb BHEAPEHUS
CUCTEMHBIX MeToAMK UT-ayanTa, KOTopble NO3BOIUN bbl BbIABAATE NOAOOHbIE PUCKN Ha PaHHUX
3Tanax peanuv3auunm NpoeKToB 1 pa3pabaTbiBaTb ajekBaTHble KOPPEKTMPYOLLEe Mepbl.

TpPaANLMOHHBIA rOCYyAaPCTBEHHbI ayAnUT, UCTOPUYECKN OPUEHTUPOBAHHLIV Ha NpoBep-
Ky $UMHAHCOBBIX U XO3AMCTBEHHbIX OrMepauyii, A4O/KEeH 3BOMOLMOHMPOBAaTL B HanpasieHUN
BK/IlOUeHNA UT-ayanTa Kak OTAE/IbHOro 1 paBHOMPAaBHOrO Hamnpas/ieHUs KOHTPOJIbHOW Jes-
TeNIbHOCTWN. 3TO TpeboBaHMe OTPaxeHo B JOKYMeHTax MexXayHapoHON opraHmnsaumnm Belcumx
opraHos ayaunta (MHTOCAWN) n pekomeHaaumax O3CP no pa3BuTUIO rocysapcTBEHHOIO ayanTa
B UMdpoBsyto anoxy [3]. Beayline ayantopckme opraHmsaumm Mrupa yxe npmuMeHsaoT KOHCY/b-
TaTUBHbIA Nnogxos B UT-ayanTte, BKIOYaAOWMIA pa3paboTky pekoMeHAauuii no ontuMmsaumm
NT-npoueccos.

Pa3paboTka 1 BHejpeHMe Hay4yHO 060CHOBaHHOW meToaukn WT-ayauta B Pecnybnuvike
KasaxcTaH siBNseTcsd akTyanbHOW 3ajayveit, NpoANKTOBaAHHOW rnobanbHoM Lndposm3aymen ro-
CYAAPCTBEHHOrO yrnpaBieHns, HeObXOANMOCTbIO MOBbLICUTL 3GGEKTUBHOCTb NHBECTULNI B UT
N YCUINTb 3alLNTy MHPOpMaumm B roccekTope. Ha poHe ncnonHeHmns Ykasa lNpesngeHta Ne954
[4] v BbIiBNEHHbIX BbicLen ayanTopckon nanatom npobnem uudposor nonntnkm [5] Tpebyetcs
efMHas MeToAMKa oLeHKM 3dpekTnBHOCTU npruMeHeHns VKT B rocyAapCTBEHHbIX OpraHax, 1H-
TerprypoBaHHas ¢ MexXAyHapoAHbIMY TpeboBaHVAMU MHPOPMaLMOHHON B6e3onacHocTn (ISO/IEC
27001:2022) [6] pns obecrneyveHUs MPO3PaYHOCTL, CONOCTaBUMOCTU 1 YCTONUYMBOCTU LNGPOBBIX
npeobpasoBaHuia.

PelleHve 31Ol 3aZayn 6yZeT CNocobCTBOBaThL MOBbILLEHWIO KayecTBa rocyapCTBEHHbIX
YCNyr, yKpenneHunto AoBepus rpaxzaaH K rocylapCTBEHHbIM YUPEeXAEHVAM 1 YCKOPEHWIO npoLiec-
ca umdposoli TpaHchopMaLmm KasaxctaHa Ha NyTn K CTaHOBAEHMO 3$deKTUBHOro LmdppoBoro
rocyfapcrsa.

B 2025 roay «LleHTpom mnccnefoBaHuin, aHanmsa 1 oueHKn 3¢PekTUBHOCTM» Hblaia NpoBe-
AeHa KOMMeKCcHasa uccnefoBatenbckas pabota no Teme ocywecteneHns WT-ayamta n oueH-
kv 3bdekTnBHOCTU NpuMeHeHns VKT B rocysapCcTBeHHbIX opraHax Pecnybnnku KasaxcraH [7].
B xoge 3Toro nccnefoBaHns 6bln NpoBefeH AeTanbHbl aHaN3 HALMOHANBHOW NPaKTUKK rocy-
JApPCTBEHHOrO ayAuTa, U3yyeHbl MeXAyHapoaHble NOAXO0Abl, MPUMeHseMble B BbiCLIMX opraHax
ayAuTa pa3BUTbIX CTPaH, U UCCNe[0BaHO COOTBETCTBME Ka3axCTaHCKUX HOPM TpeboBaHUAM MeX-
AyHapoAHbIX cTaHAapToB ISSAI 5300, COBIT 2019 v ISO/IEC 27001. Pe3ynbTaThl 3TOM paboTbl Mo-
CNY>XXWJI OCHOBOW A1 pa3paboTky 06HOBIEHHO, KOMMIEKCHON MeToanKn UT-ayanTa, KoTopas
OpraHnYyeckn NHTerpupyeT ny4yLune MexzayHapoaHble NPakTUKM C TpeboBaHNAMU 1 cneundrKonm
Ka3axXCTaHCKOW CUCTeMbI FOCYyjapCTBEHHOIO ayAnTa.

HacToswas ctaTbd NOCBALLLEHa NPeACTaBNeHNIO 1 HAyYHOMY 060CHOBaHWMIO 3TOM paspabo-
TaHHOM METOAMKW, a TakxXe AeMOHCTPaLMN ee NPakTUYeCcKoro NpuMeHeHus.

Lienbio cTaTbU ABASIETCA NpejcTaBneHne 1 HaydHoe 060CHOBaHME KOMMIEKCHON MeTo-
AVKK npoBegeHns VT-ayanTa, pa3paboTaHHOM Ha OCHOBE MHTErpaumm MexayHapoaHbIX CTaH-
fapTtos (ISSAI 5300, COBIT 2019, ISO/IEC 27001) ¢ HaUMOHAaNbHBIMY HOPMATUBHbLIMW TPeboBaHU-
AMU 1 cneumndrKom rocyaapcTBeHHOro ynpasneHuns Pecnybamkm KasaxcraH. B ctaTbe n3noxeHsbl
TeopeTnyeckme 0CHOBbI, METOZ0/IOrNYeCKME MOAXOAbI U MPaKTNYecKie NHCTPYMEeHTbI, MO3BONSA-
roLme TpaHchopmMmpoBatb NT-ayanT U3 TPagULMOHHON GYHKLIMW KOHTPONSA B MEXaHN3M coBep-
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LLIEHCTBOBAaHUS roCyAapCTBEHHOMO YNpaBieHns 1 ONTUMU3aunm UCNoJb30BaHNA MHOPMaLLn-
OHHO-TEXHONOrNYeckx pecypcos.

HayuyHaa HOBMU3Ha paboTbl 3aK/IF04AETCA B TOM, UTO MNPeSI0XKeH KOMMIEKCHbIA NOAXOA K
oueHke 3ppekTnBHOCTY VKT, BKIOUAIOLWNIA CUHTE3 PUCK-OPUEHTUPOBAHHOMO aHan3a, MpUHLUK-
noB ynpasnseMoct T n MOHUTOPUHIa KOPPEKTUPYHOLLMX Mep, KOTOPbIV npespaLluaet IT-ayant
13 NHCTPYMEHTa KOHTPONSA B MeXaHV3M COBepLUeHCTBOBaHUA rocyJapCTBeHHOro yrnpasaeHus.
Pa3paboTaH Habop KOMYECTBEHHbIX W KaYeCTBEeHHbIX MHANKATOPOB, OTPaXaroLwmx cneynduky
npumeHeHunsa VKT B Ka3axCTaHCKOM cMcTeMe rocyAapCTBEHHOMO yrnpaBaeHus 1 obecneydrBato-
LLMX COMOCTaBUMOCTb pe3yNbTaToB ayAuTa Mexay rocyZiapCcTBeHHbIMU OpraHamu.

MpakTnyeckasa 3HaYMMOCTb NPOBELEHHOro NCCNeA0BaHNA U U3N0XEHHbIX B CTaTbe pe-
3yNbTaTOB ornpejensaeTca ceyowmm. Bo-nepsblx, HeNocpeACTBEHHOE BHeApeHVe nNpeaioxXeH-
HOV MeTOAMKWN B AeATeNIbHOCTb Bbiclier ayagutopckon nanatel PK no3BOAUT NpoBecTn Kaye-
CTBEHHO HOBbI YPOBEHb OLeHKM 3¢dekTnBHOCTN UT-NpoLLeccoB B roCyAapCTBEHHbIX OpraHax v
ONTUMU3NPOBATb UCMONb30BaHNe VT-pecypcos. Bo-BTOpLIX, MeTOAMKa 0becrneyrBaeT NosbiLUe-
HVe MPOo3payYHOCTN LMPPOBOM TpaHCPopMaLMN B roCyAapCTBEHHOM CeKTope baarogaps cucre-
MaTU4YeCKOMY MOHUTOPUHTY LndpoBOY 3penoctn 1 pesynbtatuBHoctn UT-nHBecTnumin. B-Tpe-
TbUX, BHEJPEHWNE PUCK-OPUEHTVNPOBAHHOM NPUOPUTU3ALIAN MPU NPOBEAEHUN ayAnTa MO3BOAUT
CHU3UTb UT-prUCKN 1 NOBbICUTbL NHGOPMALMOHHYIO 6@30MacHOCTb roCyapCTBEHHbIX yupex/e-
HUI. B-ueTBepTbIX, MeTOAMKa 0obecneumnBaeT paLOHanbHOe UCMONb30BaHMe rocyapCTBEHHbIX
pecypcoB NocpesCcTBOM BbiBNeHNSA HesddekTUBHbIX NT-NpoLeccos 1 pa3paboTkm 060CHOBAH-
HbIX peKOMeHZAALMIA MO NX COBEPLUEHCTBOBAHUIO.

OCHOBHAA YACTb

0630p nuTepaTypbl

Muhammad Fauzan Hanif n gp. (2025) paccMaTpuBatoT pUCK-OPUEHTUPOBAHHbI MOAXOA
K npriopmuTesaunm pecypcos C LUMPOKUM NMPUMEHEHVEM MPU3HAHHBLIX GppernMBOPKOB 1 CTaHAap-
ToB - COBIT, ISO/IEC 27001, NIST Cybersecurity Framework, SOC n ISSAI 5300 ansa roccektopa [8].
AyANT paccMaTprBaeTCs Kak OXBaTbIBaOLWMIA NPOPUNaKTUYECKNE, KOPPEKTUPYHOLLME SNIEMEHTDI
KOHTPO/S MO YPOBHAM YNpaBieHNs, KOHTPOASA NPUNOXKEHUA, UHPPACTPYKTYpbl U AaHHbIX. Co-
BPeMeHHble TPeHAbl BKIKUAlT ayauT 06/1a4HbIX CEPBNCOB, aBTOMATU3aLMIO U aHANINTNYECKYHO
06paboTKy AaHHbIX, HEMPEPbIBHbIA MOHUTOPUHT U YyCUeHne Knbepbe3onacHOCTU.

Takxe B paboTte Merhout J.W 1 Havelka D. (2008) IT-ayanT TpakTyeTcs Kak He3aBUCMMOe
nccnefoBaHve yrpaBieH4Yecknx yTBepXAeHnn opraHmsaumm, KotTopoe ciegyet Habopy pykoBo-
AAWLNX MPUHLMNOB W CTaHZAPTOB, YCTaHaB/IMBAEMbIX BHELIHVWMW HaA30pPHbIMW opraHamun [9].
ABTOPbI MOAYEPKMBAIOT, UTO IT-ayauT ABNAETCA HEOTbEMNEMO YacTbio KOPNOpPaTMBHOIO yrpas-
NneHvs. B paMkax KOMMAEKCHOM MeTOoANKM OHU BblAeNsAtoT BoceMb $akTOPOB, KOTOPble OXBaTbI-
BalOT BCe 3aMHTepecoBaHHble CTOPOHbI NpoLecca: ¢akTopbl ayANTOPCKON KOMaHZAb! U GpakTopbl
npoLiecca 1 MeToAVKN ayAnTa, BKAKYass MeTOA0/10M1I0, BPEMEHHbIE PAMKWN U PUCK-OPUEHTUPO-
BaHHbIN Noaxos, GakTopbl, KOHTPOIMPYyEMble KIMEeHTOM, Takme Kak NoAjep>KKa, Koonepaums v
KauyecTBO OTHOLUEHU; GpaKTopbl, KOHTPOAVPYeMble caMUM IT-ayaguTOM - OMbIT, yrpaBieHve w
NAepcTBo; GaKTOPbl TEXHNYECKOM KOMMeTeHUMN nepcoHana; ¢pakTopbl COLManbHbIX U MeXINY-
HOCTHbIX HaBbIKOB, B YaCTHOCTU KOMMYHMKaLWIO, HE3aBUCUMOCTb U MOTUBaLMIO; PakTOpbl OKPY-
XaloLLer cpedbl M opraHmsaumy; a Takxe ¢pakTopsl LileneBoro npowecca nan cuctemsl. Mccnego-
BaHMe TakXe BbIABASET, UTO LWeCTb U3 NepeyvncieHHblIX GpakToOpoB NPU3HAKTCA KPUTUYECKUMU
BCEMU YYaCTHMKaMU rnpouecca: ayAnTopckas MeToA010rvs, 40CTaTOUYHOe BpeMs, NoAAepXKa COo
CTOPOHBI KJINEHTA N PYKOBOACTBA, KAYeCTBO OTHOLLEHWIA, OPraHM3aLMOHHbIe N3MEHEHWA N YeT-
Koe onpejeneHne obbema 1 Lenen ayanTta.

Janee nccneposaHne CntHoea A.A. 1 bapeesoin B.P. (2020) npeactaBneHo B KOHTeKCTe
KasaxctaHa yepes koHUenuuto IT-ayanTa Kak NpoBepKy COOTBETCTBUA NMHGOPMALIMOHHOWN CUCTe-
Mbl 613Hec-3aga4am koMnaHun [10]. ABTOopbl ONpeaenstoT ayanuT Kak KOMMIeKCHOe n3y4veHue,
OLIeHKY M aHa/IN3 TekyLLero CoCToAHUSA I T-MHPPaCTPYKTYpbl NPeANPUATAS C Lie/Ibio YCTaHOB/IEHUS
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COOTBETCTBUSA CPEACTB 1 NPOLLEeCCOB NOCTaBNeHHbIM br3Hec-3a4a4aM. MNpeanaraemas yeTblpexs-
TanHas Moenb onNTUMM3auumn IT BkIoYaeT cbop KaueCTBEeHHbIX 1 KONMYeCTBEeHHbIX nokasaTe-
neii, BblIiBNIeHVE NPOHIEMHBIX 30H, pa3paboTKy niaHa peopraHmsaummn 1 co3gaHme TeXxHn4Yecko-
ro 3aZiaHns AN passuTna MHPPaCTPyKTypbl. [0 MHEHMIO aBTOPOB, IT-ayauT uenecoobpaseH npu
HepernaMmeHTMPOBaHHbIX BU3Hec-npoueccax, c1labo BHyTPEeHHen KOMMYHVKaLMK, OTCYTCTBUN
cTpaTernu passuTua NHGOPMALMOHHBIX CUCTEM UAN NPY BHEAPEHUN HOBbIX MHPOPMALIMOHHbIX
cncTeM AN oueHkU nx 3¢ eKTUBHOCTH.

B pabote CnutHoBa A.A. (2019) paccmaTpmBaeTCa pUCK-OPUEHTUPOBAHHbLIN NOoAXO4 K IT-ay-
anty, onnpatrowniica Ha COBIT kak 6a30Bblii perynatop metogonorum [11]. ABTOp onuvcbiBaeT Mo-
AeNb aHanv3a pUCKoB, rae Kputepumn ayamta GOpMUPYHOTCA Ha OCHOBE OLIeHKM PUCKOB: CHayana
oLeHuMBatoTCs IT-pecypchbl, HEOH6XOAVIMbIE AN AOCTUXEHNS BU3HEC-Lieneil, 3aTeM aHaIn3NPYHTCS
YA3BMMOCTW U Yrpo3bl, ONpejensierTcs CTeneHb p1cka no COBOKYMHOCTU BEPOATHOCTU, YA3BMMO-
CTW 1 NOTEeHUMaNbHOrO yuepba, BbIOMPatTCA 1 OLEHNBAKTCA KOHTPMepbI, 3aTeM ornpejenseTcs
OCTaTOYHbIN PUCK N pa3pabaTbiBaeTCcsa N1aH BHeAPeHU afleKBaTHbIX MeXaH3MOB yrpaB/ieHWs.
OcobbIl akLIeHT AenaeTca Ha ynpasBaeHny OXNAAHNAMN CTENKXOAepOoB: BaXHO TOYHO onpeje-
NUTb YYaCTHUKOB U nX TpeboBaHus, co34aTb eAnHoe MHGOPMALIMOHHOE NnoJie, Pa3buTb MPoekT
Ha nTepauum n obecneunTb PerynsapHyo 06paTHYHO CBA3b — eXeJHeBHbIe OTYETbI U HejelibHble
AeMOHCTpauun. B ycnosnsax KasaxcraHa KatoyeBble PUCKW Yalle CBA3aHbl He C TeEXHUYECKMMN
acrnekTamuy, a C pacxoXAeHnem oXngaHnin Mexay 613Hecom 1 IT-koMaHzamu, Nonb3oBaTeNIMU
1 B3Hec-napTHepamMu.

B pamkax aHanmsa KasaxcTaHa BaXKHY pOJib UrpatoT UCCNef0BaHNS, NOCBALLEHHbIE BHE-
LPEHNIO N COBEpPLLEHCTBOBaHMIO IT-ayanta B cTpaHe. Typebekosa B,0. n coasTopsbl (2023) npea-
nararoT BCECTOPOHHWUIM 0630p TUMNOB MpakTU4yeckoro IT-ayauta B rocyAapCTBEHHOM 1 KOMMep-
4YecKoM cekTopax KasaxcTaHa: skcnpecc-obcnefoBaHue, ayauT BU3Hec-npoLeccoB, KpUTepUin-
aNbHbIN ayANT, KOMIMJIEKCHbIA MHOroLeneBon ayAnT, onepaumMoHHbIA ayanT, ayAnT pasMeLLeHs
IT-pecypcoB, ayanT MHbopMaLMOHHOM 6e30nacHoCTK, ayanT yrnpasnenus IT, ayanT IT-npoueccoB
1 ayanT 3aKOHHOCTW mcnonb3oBaHua IT [12]. MNpn 3ToM NojyepkrBaeTcs B3aUMOAOMOHEeHNe
COBIT 1 ITIL: COBIT - ynpaBneHueckuin ypoBeHb, ITIL - onepayoHHbIe NPaKTUKN.

PamaszaHoBa K.M. n Hypranvesa A.M. (2023) npogonxarT Temy BINAHUA NHPOPMALNOH-
HbIX TEXHONOTUIA Ha 3$eKTUBHOCTL BHYTPEHHEro ayAnTa 1 nojgyepknBatoT, Yto BHeapeHve IT
NONOXMNTENBbHO KOppennpyeT € ypoBHEM 3$PeKTUBHOCTH, HO NpPaKTUYeckas peannsaumns 4acto
oTctaet [13]. OHM npoBoasaT SWOT-aHann3 ANCTaHUVOHHOIO ayAnTa, BbIABIASA CUbHbIE CTOPO-
Hbl (AOCTYMN K JaHHbIM, CHUXeHe KOMaHAMPOBOYHbIX PAacX0A0B, yBe/InYeHe CKOpoCTy npoLe-
AYyp), cnabble CTOPOHbI (3aBUCUMOCTb OT KayecTBa CBSA3M, KOMMYHMKALMOHHbIE NpobsiemMbl, pu-
CK1 6e30MacHOCTN, BOMNPOChI A0BEpUS, 3aTpaThl HA BHEPEHME), BOSMOXHOCTY (CTaHAapTMU3aLms
npoueayp, umpposble 6a3bl AaHHbIX, OHNANH-CepPBUChI, 06paboTKa AaHHbIX B peanbHOM BpeMe-
HW) 1 yrpo3bl (bbICTpoe O6HOBEHME TEXHONOTUIA, 3aBUCUMOCTb OT TPETbUX TNL, U KN6eppucku,
npaBoBOe perynnposaHue). BeiBOAbl aBTOPOB CBOAATCS K TOMY, UTO ANCTAHLNOHHbLIA ayauT A0-
NOMIHAET OYHbI dopMaT, HO HE MOXET MONHOCTBIO 3aMEHUTb ero, 1 ero ycneLwHoe BHejpeHe
TpebyeT MHBECTULNIA B KajpoBbIi NoTeHUman. Takxe B JaHHON paboTe oTMeYaeTcs ponb rocy-
JapCcTBeHHOM nporpaMmbl «Lndposoit KasaxcTaH» B KOHTEKCTe rocyAapCTBeHHON LuudpoBur3a-
LN KaK CTpaTernyeckom oCHOBbl pa3BuTus IT-ayamTta. ABTOPbI NOAYEPKMBAIOT, YTO NPOrpaMma
dopMumpyeT NpeanocbINKM A1 TPaHCPOpPMaLMN ayAnTa B rocyAapCcTBEHHOM ynpasiaeHun. B To
Xe BpeMs OTMeuaeTcs HM3Kas 3pesioCTb bU3Hec-nNpoLeccoB U AePuUmnT KBATNPULIMPOBAHHbLIX
3KCMepToB, UTO TpebyeT MHBECTULMIA B YenoBeYeCckKnii KanuTan, ajantaumm MexayHapoaHbIX
CTaHAAPTOB 1 pPa3paboTKy Mep Mo PasBUTUIO KOMMNETEHLNM AN YCreLHOoW peanm3saumm Lmppo-
BbIX MHULMATUB U HTerpauumn IT-ayanta B rocyjapCcTBeHHbIE MNPOLIeCChI.

B paboTte «Core Concepts Information Technology Auditing» (2025) popmynupyroTca ¢yH-
JaMeHTanbHble MPUHLUMUMBLI 1 COBpeMeHHble TpeHAbl IT-ayanTa [14]. B pamkax 3Toro NCToYH1Ka
noAYepKmMBaeTCa CMCTeEMaTUYECKUIA XapakTep U3yyeHns NHGOPMaLMOHHbBIX CUCTeM A1s obecre-

MEMJEKETTIK AYOUT - TOCYOAPCTBEHHbIV AYONT - STATE AUDIT 119




e SEPTTEYJIEP - UCCJIEOOBAHWNA « RESEARCHERS

YeHWA VX LIeNIOCTHOCTY, KOHPUAEHLMANBHOCT U AOCTYMHOCTW, COOTBETCTBUA Perynaumam v Bbl-
ABJIEHNA YA3BMMOCTEN C NOCNeAyroLM NpejocTaBieHneM pekoMeHAaLnii.

CraHpapTbl cepum ISSAI 5100, 5300 ycTtaHaBnMBalOT TpeboBaHUs K nposejeHuto NT-ayan-
Ta B rOCyAapCTBEHHOM CEKTOpe, BKAKOYasA NPUHLMMbI OLEHKW ynpaBaeHns MHGOPMaLMOHHbBIMN
TEXHONOTUSAMMN, aHaNM3 NHGOPMALIMOHHON 6e30MacHOCTU 1 oueHKy 3ddekTnBHOCTM UT-nHBe-
cTnuwnii [15,16].

B vTore 0630p KOHCONMAMPYeT K/4YeBble HanpaBieHUs: 3akpernieHre pUcK-OpueHTNpPO-
BaHHOro noaxoga v npnmMmeHeHua COBIT 2019 B rocyaapcTBeHHOM yripaBneHun KasaxcraHa, nHre-
rpaumto ITIL n ISO/ISMS B nokanbHble MeToANYEecK/Ie peLleHs, pa3BnTVE KaApOBOro NnoTeHLmana
N MHPPACTPYKTYpPbl A8 ANCTAHLMOHHOMO ayAuTa, a Takxke yyeT cTpaTernyeckux pamok rocyaap-
CTBEHHOW nporpamMmbl «LInppoBoi KazaxcTaH» Kak gpaiBepa UMppoBon TpaHChopMaLmMm ayanTa.

AHaNn3 COBpPEMEHHOW INTepaTypbl BbIABASET PAA BaXHbIX MP06enoB, KOTopble 060CHOBbLI-
BAlOT aKTya/lbHOCTb HACTOALLEro nccnesoBaHnsa. Bo-nepsbix, HECMOTPSA Ha Pa3BUTYHO MPaKTNKY
NT-ayanTa B pasBuUTbIX CTPaHax, nMTepaTypa COAEPXMUT OrpaHUYeHHOoe KONn4ecTBo paboT, no-
CBALLEHHbIX creundurke agantaumm MexayHapoAHbIX cTaHAapToB VT-ayanTa K yCI0BUSIM rocy-
AAPCTBEHHOrO yNpaBAeHusa B CTPaHax C NepexoiHONn 3KOHOMUKOWN. BO-BTOPbLIX, B MeXAyHapoa-
HOW 1 Ka3axCTaHCKOM inTepaType HeJoCTaTOYHO UCCef0BaH BOMPOC KOMIMIEKCHOW MHTerpaLmm
ISSAI 5300, COBIT 2019 1 ISO/IEC 27001 B egnHyto meToauky NT-ayanTa, yYNTbIBAIOLLYHO OLIEHKY
LUM$POBOI 3peNOCTN Y MOHUTOPUHT KOPPEKTUPYIOLLMX Mep. B-TpeTbux, B CyLLeCTBYHOLLMX NOAXO-
Aax K UT-ayanTy ciabo paspaboTaHbl MexaHn3Mbl TpaHchopmauum NT-ayamta U3 MHCTPYMeHTa
KOHTPO/IS B MEXaHN3M COBEpPLUEHCTBOBAHWA ynpasneHua VT-pecypcaMmn yepes KOHCY/NbTaTuB-
HbI MOAXOA. B-ueTBepThbIX, OTCYTCTBYHOT Creunann3rvpoBaHHble NCCIef0BaHA, NOCBALLEHHbIe
pa3paboTke CUCTEMbl KOINYECTBEHHbIX 1 KaYeCTBEHHbIX MHANKATOPOB, OTpaXarLmx cneymdum-
Ky npnMeHeHus NKT B Ka3axCTaHCKOW cMcTeMe rocyAapCTBEHHOMO ynpaBiaeHns 1 obecrneyrBato-
LLIMX COMOCTaBMMOCTb Pe3yNbTaTOB ayAnTa Mexay rocyAapCTBeHHbIMY OpraHamu.

YKa3aHHble npobenibl B Hay4HOW U MeTOoAMYecKon nutepatype obycnoBuan Heobxoau-
MOCTb MPOBeAeHNA KOMMIEKCHOro UCCe0BaHNS, pe3ynbTaTbl KOTOPOro No3BOAMAM bbl pa3pa-
60TaTb aanTUPOBAHHYHO, MPAKTUYECKN MPUMEHVMYIO MeToAMKY NT-ayamTa, COOTBETCTBYHOLLYHO
MeXAYHaPOAHbIM CTaHAAPTaM 1 cneyndurke KazaxcTaHCKOW CUCTeMbl FoCyJapCTBEHHOIO yrpas-
neHva. HactosLwasa ctaTba Hanpae/ieHa Ha 3anoJiHeHWe 3TUX NpobenoB 1 nNpeacTaBneHne KoM-
NIeKCHOro peLleHnsa ansa pa3sutra VT-ayamta Kak OTAe/IbHOro U paBHOMNPaBHOIO HanpasieHns
AesaTeNbHOCTY rocyAapCTBEHHOrO ayamTa B Pecnybnvke KasaxcraH.

METOAOJ/10IrMA W METOAbI

B ocHoBe npoBeAeHHOro UcciefoBaHNUS NeXNT UHTerpaTUBHbLIA MeTOA0N0rMYeCcKNIA Noj-
XOZ, COYeTarLnii HOPMATNBHO-NPaABOBOW aHan3, CPABHUTE/bHbIN aHaNN3 MeXAyHapOoaHbIX
CTaHAAPTOB 1 3MNUPUYECKYIO OLLeHKY NpakTuK UT-ayauTa B rocyapcTBeHHbIX opraHax Pecny-
611k KasaxctaH. MeTtogonormnyeckas pamka onvpaetcs Ha npuHumnel ISSAI 5300 (3TanHoOCTb U
ZAOKazaTenbHasa 6asa UT-ayamTta), Ha pUCK-OPUEHTUPOBAHHYIO MOAENb YMPaBAeHUs N 3penocTu
npoueccos, npeanoxeHHyto B COBIT 2019, a Takxe Ha TpeboBaHUS K cUCTEME MeHeXMeHTa
nHpopmaymroHHom besonacHoctn ISO/IEC 27001. Takoe coyeTaHve nNo3Boanao cbopmMmpoBaTb
TPexypOBHEBYH METOANKY OLEHKM: COOTBETCTBME HOPMATUBHbBIM TpeboBaHMAM, oLeHKa uupo-
BOW 3peioCTV MPOLEeCccoB U aHan3 yrpasieHns MHGOPMaLMOHHLIMU PUCKaMN.

SMMNPUYECKaa YacTb UCCNEL0BaHNSA BbINMOMHEHA C WCMOJIb30BaHWEM CMeLUaHHbIX Me-
TOAOB. [INs BbIABNEHWA TekyLlelr NpakTuKu 1 npobnem BHeApeHbl MeTOAbl JOKYMEHTabHOro
aHanu3a (perfiaMeHTbl, BHYTPEHHME MOAUTUKN, OTUETbI ayuTa), SKCNepTHbIE MHTEPBLIO C Npes-
cTaBuTensMun Bbiclielr ayanTopckon nanatbl M UT-nogpasgeneHnia, a Takke CpaBHUTENbHbIN
aHanu3 3apybexHblx NpakTuK (kericbl Typunu, CLUA, duHagHanm v ap.). Ana KonmyecTBeHHOM
oLeHkV pa3paboTtaHa wkana uyndposor 3penoctn (0-5) ¢ HabopoM YHUPULMPOBAHHbLIX MOKa-
3atener - Hannuua ctpaterun UT-ynpaBneHus, ¢opmanmsaymm npoueccos, YPOBHA aBTOMa-
TU3aunn, N3MEPUMOCTY NoKasaTtesieil N ypoBHSA MHPOPMaLMOHHOM H6e30nacHOCTWN. MTorosble
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BbIBOAbl 1 peKoOMeH4aunn C(I)OpMI/IpOBaHbI Ha OCHOBE CMHTEe3a Ka4vecCTBeHHbIX Ha6}'ll-0ﬂ,eHI/II7| n
KONMMYECTBEHHbBIX MHAMKATOPOB C YY4ETOM NPUMEHNMOCTU B YCTOBUNAX HaLLI/IOHaﬂbHOVI MPaKTUKn
rocygapcrBeHHOro ynpaBjiaeHNA.

PE3YJIbTATbI N ANCKYCCUA

NT-ayauT npeactaBnseT coboil He3aBUCUMYHO OLeHKY 3bdeKTUBHOCTK, 6e30MacHOCTU 1n
3penocTn ynpasneHns MHGOPMAaLIMOHHBIMU TEXHONOTMAMU B rOCYAapCTBEHHbIX OpraHax. B oT-
NYme oT KJlacCnyeckoro ¢prHaHcoBoro ayanta, UT-ayant ¢pokycmpyeTcs Ha aHanmse npoLeccos
ynpasneHunsa VT, nHopacTpykTypbl, UHGOPMALMOHHBIX CUCTEM, LIMPPOBLIX MPOEKTOB 1 MOAUTUKN
MHPOpPMaLVOHHOW 6e3onacHoCTH.

OcHoBHble 3agaun UT-ayanTa BKAKOYALOT:

- OLLeHKY 3P PeKTUBHOCTM NCNOb30BaHNA UT-pecypcos;

- NPOBEpPKY YPOBHS 6@30MacHOCTA N ycTonYmBoCTU UT-MHPPaCTpyKTypbl;

- aHaNN3 COOTBETCTBUS HOPMATUBHbLIM TPEBOBAHVAM 1 MEXAYHAaPOAHbIM CTaHAApTaMm;

- BbIiB/IEHVIe PUCKOB 1 ya3BumocTelt B NT-cpese;

- ¢PopmupoBaHMe pekomMeHzauMin no ontumulaumm WT-npoueccoB M ynpasBneHnto
NT-pecypcamu.

MNpoBeaeHve NT-ayanta obecneymBaeT Tpu KatoUeBbIX dddekTa:

1. YnpaBneH4eckuii - NoBbllLeHVe 060CHOBAHHOCTW peLLeHNn 1 KayecTBa LndpoBoro
ynpasfieHns;

2. PUHAHCOBO-5KOHOMUYECKNA - OMTUMMU3ALUA pPacxofoB W nosbieHne ROl ot
umdposmsauny;

3. OpraHun3aumnoHHbI - GOpMUpPOBaHMEe CUCTEMHOTO NoAxXoAa K ynpasneHuto VT u pacnpe-
JeNneHnto OTBETCTBEHHOCTW.

AHanM3 MexayHapoAHOro orbiTa NoKasbIBaeT, YTO MOAXOAbl K opraHusauun UT-ayanTa B
Pa3NNYHbIX CTPAHaX Pas/INYatoTCa No CTeneHn NHCTUTYLMOHANM3aumnm, MeToA0/1I0rnyeckon base
1 YPOBHIO MHTErpaLnm c cmcteMaMim knbepbesonacHoCTn, 04HaAKo 06beAnHeHbl 00LLe TeHAeH-
uunein - ycuneHvem ponn NT-ayanta B obecneyveHn Npo3payHocTy 1 3¢eKTMBHOCTL rocyaap-
CTBEHHOTO yrpaBieHus.

B Typuun VT-ayanT BbijeneH B CaMOCTOATE/IbHOE Harnpas/ieHVe B CTPYKType Bbicwiero
opraHa ayauTa (Sayistay) [17]. 3aecb yHKLUMOHMPYET Crneunann3vpoBaHHbIv OTAeN, B KOTOPOM
paboTatoT cepTUdULMpPOBaHHbIE ayanTopsl (B ToM dncne CISA). 3TOT oTAen oTBeyaeT 3a paspa-
60TKy MeTOZONOrNiA, NpoBejeHVe ayanTOB U NOAAEPXKY APYrvX noapasgeneHuin. Typums ak-
TUBHO BHegpseT ctaHAapThl ISO 27001 n NIST, opyeHTUPYACb Ha MeXAyHapoAHble NMPakKTUKN 1
pa3BYBas HaLUWOHAaNbHYO CUCTEMY 3aLlLnTbl AaHHbIX N Knbepbe3onacHOCTN.

B CLUA UT-ayanT ocyllectenseT [JenapTtameHT MHGOPMALMOHHbBIX TEXHONOMNM N Knbep-
6e30nacHOCTK, a KIFUEBYHO PO/b B 0becneyeHun KOHTPoaa nrpaet CyetHas nanata CLUA (GAO)
[18]. MpumeHsatoTca ctaHaapTel U MeTtogonoruu NIST, FISMA, FITARA n SOC 2. AMepurKaHcKas
NnpakTVKa OTANYaeTCa CUCTEMHOCTBIO U KOMMIEKCHbIM OXBAaTOM - OT yrnpasneHus UT-nHeecTn-
LMAMU A0 OLeHKM 3penocTu NporpamMmm 1 obecneveHnss nHGopmaLmMoHHoON 6e3onacHoCcTU. Ayan-
Tbl GAO B nocnefHme rofbl BeIgBUIN NpobaeMbl ¢ NprMeHeHneM Agile-meTpuK, He0CTaTOUHON
peanusauuen ctpaternin knbepbesonacHocTy, cnabbim koHTponeMm UT-noptdenein n Headpdek-
TVBHbIM VCMO/1b30BaHNEM JIMLEH3NI NPOrpaMMHOro obecneyveHums.

B JlntBe oTCyTCTBYeT OTAeNbHbIA AenapTaMeHT UT-ayanTa; cooTBeTCTBYOWME GYyHKLMN
WHTErpupoBaHbl B paboTy Apyrux nogpasgeneHnii HaumoHanbHoro ayamutopckoro odpuca [19].
OcHoBHOE BHVIMaHVe yaenaeTca CoOoTBeTCTBUI0 cTaHAapTaM EC, Takmnm kak ISO/IEC 27001 m NIST,
a Takxe B3aMmojencTeunto ¢ EBponenckmm areHTCTBOM no knbepbesonacHoctu (ENISA). /lntea
aKTUBHO pasBMBaeT NHULMATMUBBI MO LMGPOBN3ALINY FOCYAAPCTBEHHOMO CEKTOPA W MOBbILLEHNIO
foBepust K L$poBbIM TEXHONOTUAM.

DUHNAHANA JEeMOHCTPUPYET BbICOKNM YPOBEHb 3penocT B 061acT MHPOPMAaLMOHHOM
6e30nacHOCTK, onupasacb Ha ctaHAapTbl ISO 27001 n NIST Cybersecurity Framework [20]. 3Ha-
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YnTeNnbHOe BHYMaHWe yAenseTcs 3awuTe NepcoHanbHbIX JaHHbIX 1 COBNOAEHNIO TPeboBaHN
GDPR. B cTpaHe nocnegoBaTe/ibHO pPa3BMBAOTCA MNPOrpamMMbl MO OByYEeHUIO CMeunanncToB B
obnactn UT-ayanTa N BHEAPEHUIO COBPEMEHHbIX UHCTPYMEHTOB A1 OLeHKN U MOHUTOPWHIa
K1N6epyCcTonymBoCTH.

B WWBeunn otaenibHOro NoApasjeneHuns, OTBeYarLLero NCKIUnTensHo 3a NT-ayanT, He
co3zaHo [21]. Ero ¢yHKLUNM NHTErpupoBaHbl B obLive fenapTaMeHTbl ayanTa 3¢PeKTUBHOCTU.
CtpaHa npumeHsaeT ctaHgapTol ISO/IEC 27001, COBIT, a Takxe noaxoas! NIST v nonoxeHunsa EU
Cybersecurity Act. Ocoboe BHVMaHVe yaenaeTca MHTerpaunm knbepbesonacHoOCTU N ayanTa,
BHEPEHWIO MHCTPYMEHTOB aHan3a P1UCKOB 1 MOBbILLEHUIO Npo3padyHocTn UT-ycnyr.

B Benukob6puTaHMM Takxe OTCYTCTBYeT OTAeNbHbIV genapTameHT UT-ayauTta, ofHaKo
BH/IMaHMe COCPeOoTOYEeHO Ha HEe3aBUCKMOCTU 1 MPO3PayYHOCTN ayauTOPCKOro npouecca [22].
MNpUMeHSATCA NPU3HaHHbIE B MUPOBOM npakTuke ctaHAapTbl ISACA, CISA n metogonorusa ITIL,
a Takke nporpamma Cyber Essentials n HaunoHanbHbln Cyber Assessment Framework (HMG).
CyLLecTBEHHOe 3HaYeHue nNpugaeTca cobaogeHnto TpeboBaHuii GDPR 1 ykpenneHnto cucTembl
3aLUThI aHHbIX B FOCYAapPCTBEHHOM CEKTOpe.

MexzyHapoHas NpakTuKa CBUAETeNbCTBYeT O HeCKONbKUX YCTOMUMBLIX TeHAEeHLUSX.
Bo-nepBbIX, HabntoAaeTcsa npouecc ueHTpanmsaunm eyHkUMn UT-ayamnta n nx NHCTUTYLIMOHA b-
HOro ykpenneHus, 4to xapaktepHo ansa Typunun, CLUA n dnHaaHAWMN. Bo-BTOPbIX, MPONCXOANT
yHUbUKaunsa MeToAoniornyeckon 6asbl. B-tpeTbunx, NT-ayant Bce 4yalle paccMaTpuBaeTcs He
TOILKO KaK MHCTPYMEHT KOHTPOJIA, HO 1 KaK 3/1IEMEHT CUCTEMBbI YpaBaeHnsa pruckamu 1 unepo-
BOW 6e30onacHoCTU. Bo MHOrmMx ctpaHax (ocobeHHo CLLUA n BenvkobpuTaHnm) ayauT TECHO NHTe-
rPUPOBAH C NPakTUKaMn KM6epyCcTonymBOCTA U oLeHKoM addpekTnBHocTM UT-nHBECTULMIA. Ha-
KOHeLl, BakHOe Hanpas/eHVe pasBuUTHA - NOArOTOBKa U cepTudpurkaums NT-ayanTopos, a Takxe
BHeApeHVe aHaINTUYECKNX UHCTPYMEHTOB AN MOHUTOPWUHIA Yrpo3 U OLeHKN 3$deKTUBHOCTH
rocyAapcTBeHHbIX UT-cnctem.

TaknM 06pasom B MeXAyHapOAHOW NpakTnke HanbonbLlee pacnpocTpaHeHre noayynin
TpW CTaHAapTa:

- ISSAI 5300 (INTOSAI) - onpegzenseTr NpUHLUMUMbI 1 3TanHOCTbL nNposegeHna WVT-ayanTa
(nnaHvpoBaHue, cbop foKa3aTenbCTs, POPMUPOBaAHIME BbIBOAOB);

- COBIT 2019 (ISACA) - npeacTaBnseT paMoYyHyto Moesb ynpasneHus UT, BkIroYas oueH-
Ky 3pesioCTV MpOoLeCccoB 1 yNpaBasemMocTu LndpoBor MHPPaCTPyKTypbI;

- ISO/IEC 27001 - 3asaeT TpeboBaHUA K cucCTemMaM ynpasneHUs MHGOPMAaLIMOHHOM
6e30nacHOCTbIO.

Ha TekyLnin MOMeHT gencTBytowasa npaktuka NT-ayamta B KasaxctaHe rnoka ocraercs He-
AOCTAaTOYHO Pa3BUTOW. DNeMeHTbl yKa3aHHbIX CTaHAAPTOB 6bIN afanTUPOBaHbl B Ka3axCTaH-
CKYHO MPakKTWUKY, YTO MO3BOJINIO CO3JaTb KOMMIEKCHYIO METOAMKY, BKIOUAKOLLYIO OLeHKY Lnd-
poBoW 3penoctun, 3 eKkTUBHOCTL ynpasneHnsa UT n ypoBeHb MHGOPMALIMOHHOM 6€30MacHOCTU.

AHanu3 npaktuku IT-ayanta B KazaxctaHe BbIABUI CUCTEMHbIE OFPaHUYEHMS, CHXKatoLW e
ero 3¢peKTBHOCTb 1 TOPMO3SiLLMe pa3BuTre LMPPOBOro ynpasneHns B roccektope. OCHOBHble
npobnembl - OTCYTCTBME HOPMATUBHO 3aKPernaeHHON MeTOA00rNYecKon 6asbl N eANHbIX CTaH-
[apTOB: B IeICTBYIOLLEM 3aKOHOATeIbCTBE HeT YeTKOoro onpegeneHus ITayanTta, ero uenei, 3a-
Jay 1 nopsajka rnposeAeHs, YTo Co34aeT NMpaBoBYyHO HeonpeeneHHOCTb U 3aTpyAHAET conocTa-
BMMOCTb pe3y/ibTaToB. YacTble U3MeHeHUs CcTpaTernyecknx U HopMaTUBHbIX 4OKYMEHTOB Moj-
PbIBatOT NMPEeMCTBEHHOCTb M CTabUIBHOCTb LINPPOBLIX MHNLIMATUB, YCNOXHSAA A0ONTOCPOYHOe
naaHnpoBaHve.

CyLLecTBeHHbIM OrpaHnyeHviemM asnseTcs AeduumT KBanueuUMPOBaAHHbBIX CMeLManncToB
B obnactax IT-ayanTa n kmbepbeszonacHOCTN. HexBaTka KajpoB, 3HAKOMbIX C MeX/AYHapOAHbI-
MU cTaHgapTtamun (ISO/IEC 27001, NIST, COBIT, CISA n gp.), yMeHbLUaeT KayecTBo MNPOBEPOK U
NPensaTCTByeT BHEAPEHUIO COBPEMEeHHbIX NMpakTnK. Huskas umMdposBasa 3pesiocTb opraHu3sauuni,
ycTapesLUve cucTeMbl, ciabas nHterpaums VT ¢ busHec-npoueccamu 1 3aBUCUMOCTb OT UMMOPT-
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HbIX TEXHONOTUIA 3aTPYAHAKOT KOMMIEKCHYH OLLeHKY MHPPACTPYKTYpbl U MOBbLILLAKT PUCKA ANS
HauMoHanbHOM LndpoBOM He30MacHOCTU. 3a4epXKN peanmsaunm KpynHbeix MKT-npoekTos npu-
BOAAT K HeaPpPeKTMBHOMY MCMONBb30BaHMIO BHOAXKETHBLIX CPeACTB U CPbIBY CPOKOB AOCTUXEHUS
cTpaTernyecknx uene.

HegocTaTky ynpaBneHns apxXuTeKTypoi «3/1eKTPOHHOIO NPaBUTeNbCTBa» TakxKe OrpaHnym-
BalOT MPO3PaYHOCTb U 3PPeKTUBHOCTL: OTCYTCTBYET CUCTEMHbIN y4YeT 06bekToB nHGopmaTm3a-
LMKn, He Bcerga BeAeTcs akTyasibHasa AOKYMEHTALUMUS N YeTKO He perlaMeHTUPOBAH XU3HEHHbI
LMKA CUCTEM, UTO MpoBouuvpyeT aybarpoBaHme oyHkumin. Ocobyto npobaemy npescTaBnseT He-
[AOCTaTOYHOe cobntogeHre TpeboBaHWN MO MHPOPMaALVIOHHOW 6e30MacHOCTU U 3aLLmMTe nepco-
Ha/IbHbIX AAHHbIX - B NpoLiecce ayanTa BO3HMKAKT PUCKM HECAHKLMOHVUPOBAHHOIO J0CTyNa U
yTeuyek, TpebyroLLme yCnneHnss HOPMaTUBHbIX 1 OPraHn3aunoHHbIX Mep. HabntogaeTtcs n Hegoo-
LeHKa pyKOBOACTBOM CTpaTernyeckom ponu IT-ayanta, uto dopmanmsyeTt npoLeaypbl U CH/XaeT
BHUMaHVe K ynpasneHuto UT-puckamn.

BHyTpeHHM $OKyC Ha MpoBepke LeneBoro NCnoab30BaHUs BHOAKETHbIX CPeACTB OrpaHun-
yMBaeT coAepKaTeNbHoe nose ayanTa: MexayHapoaHas npakTrka oxBaTbiBaeT 6oee LWNPOKNIA
CNeKTp 3aay - oueHKy LundpoBol 3penoct, 3pPeKTMBHOCTU NPOLLEecCOB, COOTBETCTBMA MeX-
AYHapOAHbIM CTaHZapTaM, YPOBHSA MHPOPMAaLMOHHOM 6e30MacHOCTM 1 BO3BpaTa MHBECTULMIA
(ROI). Ansa noBbliweHus 3ddekTBHOCTY IT-ayanTa B KazaxctaHe HEOBXOANM KOMMIEKC Mep UH-
CTUTYLIMOHANIbHOTO, METOAOJIONMYEeCcKoro 1 KaZpoBOro xapakTrepa, BK/4Yaa agantauuto Mex-
AYHapOAHbIX CTaHAAPTOB U CO34aHne eANHOM MeTOAMKKM, obecneynBaroLLelrl 06beKTUBHOCTb U
COMOCTaBNMOCTb OLLEeHOK.

B npeanaraemMom fopaboTaHHOM BapuaHTe MeTOAMKM MOKa3aH PacLUVpeHHbIA MOAXOA:
IT-ayanT TpaKTyeTCa Kak ynpaBneH4eckasi oLeHka udpoBbIX MPOLLECCOB U 3pefiocTu, a He To/b-
KO KakK TexHM4yeckas npoBepka. Tako KOMMIEKCHbIA B3rnaj No3BONSET BbIABAATbL CUCTEMHbIE
puckKn, ayb6anposaHme GyHKLMIA, Npobenbl B HTerpaummn 1 ynpasneHun NT-pecypcamu, NoBbI-
LWas Npo3payYyHOCTb 1 KayecTBO ynpaBneHns. HoBas Mogenb cMellaeT akueHT ¢ ¢opmManbHOro
KOHTPOAS K @aHaNUTUYECKOM U PUCKOPUEHTUPOBAHHOM OLIeHKe, paccMaTpueast MIHPOPMaLMOH-
Hble CUCTeMbl KaK 31eMeHTbl eJMHON 3KOoCnCTeMbI LGPOBOro ynpasneHus.

KntoueBble anemMeHTbl METOAVKM BK/IHOYAOT OLEHKY BCel cnctembl VT ynpaBneHust - Npo-
Lecchl, Kaapbl, apxXMTekTypy, 6€30MacHOCTb N NCNONb30BaHME AAHHbIX — U BHEAPEHMEe LuKanbl
3penoctn (0-5) ¢ KoNMYecTBeHHbIMU MokKasaTtenaMn ANA CPaBHUTENIbHOMO aHaam3a Mexay op-
raHaMn 1 MOHUTOPUHIa AMHaMUKK undpoBoro passutus. OueHka NPOBOANUTCA MO KPUTEPUSIM:
Hanuuune ctpaterun UT ynpasneHuns, Gopmanmsanmsa npoLeccos, ypoOBeHb aBTOMaTU3aLMUK, 13-
MepUMOCTb MoKa3aTtener, ynpaBneHne AaHHbIMU U Hanndme obpaTHON CBSA3M. Takon MOAXOZ
NMO3BOJISET He TONbKO PUKCMPOBATh TekyLlee COCTOSAHME, HO U GOPMYNNpPOBaTbL MPUOPUTETHbIE
HanpaBAeHVs COBepPLLEHCTBOBAaHMSA, MOBbLILWAsA pe3ybTaTUBHOCTbL VT NpoekToB 1 ONTUMU3NPYS
pacxosbl.

Huvxe nprBeeHbl NpakTUyeckmne npumMepbl MPUMEHEeH VS BbiLLeYNOMSAHYTON MEeTOAVKNA:

Mpumep 1. HeagpgpekmuesHoe ucnone3osaHue auyeH3ul. B pesyasmame ayouma 6bi/10 8visiese-
HO, Ymo pakmuyecku ucnonslyemcs auwe 40% onnadyeHHeIX nuyeH3ul. [locie eHedpeHUs cucmemel
MOHUMOPUH2A pacxodbl HA CONPoBoXOeHUE bbiau COKpaweHbl Ha 40%.

lMpumep 2. Omcymcmeue pe3epeH020 konuposaHus. Ha ocHose kpumepues ISO 27001 eHedpe-
HQO cucmema pe3ep8Ho20 KONUPOBAHUS, YMO NO380/UI0 COKPAMUMb 8pemMs 80CCMAHOB/AEHUSA noc/e
cboes ¢ HeckonbKUX OHeli 00 HeCKONbKUX 4acos.

Mpumep 3. AybauposaHue pyHkyul cucmem. ObbeduHeHUe CXOHUX UHPOPMAYUOHHbLIX cucmem
no3801us0 ycmpaHums 0yb6auposaHue QyHKyul U CIKOHOMUMb exce200Hble 6r00xemHsle cpedcmea.

HoBas meToanka npeobpasyet UT-ayant 13 NHCTPyMeEHTa KOHTPOJIA B MeXaHW3M yrpas/e-
HUA KayecTBOM LMdpoBon TpaHcbopMaLnm: NOMUMO BbISBAEHUS HapyLUeHWA, OHa BbIABASET
pe3epBbl NOBbIWeHVA 3$deKTUBHOCT, ONTUMM3ALMN PACXOAOB U coBepLleHCTBOBaHUSA NT-y-
npaBneHns B rocyAapCTBEHHOM cekTope. B pesynbTate popmMumpyeTcst e4MHbIN NOAXOA K OLeHKe
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UMdpOBOro ynpaBneHns, OCHOBAHHbIV Ha MeXAYHapOAHbIX CTaHAApTaX M OPUEeHTUPOBAHHbIN
Ha HenpepbIBHOE y/yyLleHe NpoLeccos.

CornacHoO MexAayHapoAHON NpakTuke, Ans nposegenHns VT-ayanTta ayanuTop AOKEH 3HaTb
HauWOHaNbHOE 3aKOHOAATeNbCTBO U MeXAyHapoAHble CTaHAapTbl, 06/1a4aTb TeXHUYECKUMU
KOMMeTeHUMAMM ANs aHanm3a apxmtekTypbl VIC, oueHKM ypoBHSA MHGOPMAaLMOHHON 6e30nacHo-
CTV 1 3penoCT NPOoLECCOB, MOHVMAaTb XU3HEHHbIV LKA pa3paboTkn 1 ymeTb GopMyanpoBaTb
060CHOBaHHble pekoMeHgauun. NT-ayaut TpebyeT coueTaHNA HaBbIKOB GUHAHCOBOIO KOHTPOSIA,
TEXHONOTMYEeCKOro aHann3a 1 ynpasneHns puckamum: ayanTop BbIMOIHAET KOHTPOJ/IbHYHO, aHa -
TLNYECKYIO 1 KOHCYNbTaTUBHYIO GYHKLMY, oLeHrBas Bkaag UT B AOCTVXKEHME Lieiel rocopraHa.

MnaHnpoBaHMe ayAuTa HauMHaeTCsa € aHanmn3a obbekTa, NMOCTaHOBKU Liefel, ornpejeneHuns
KpuTepues OLEeHKN 1 COCTaBa AoKa3aTeNbHoW 6a3bl. Heobxoanmo onpeaennts, kakne NC nog-
nexaT NpoBepkKe, UX PO/ib B peanmsaumm 3agay opraHa 1 CBa3aHHble C HUMU puUcku. B npouecce
ayAuTa cobuparoTcs JaHHble, aHaNN3npyeTcs apxXmMTekTypa 1 NpoLeccsl, MpoBepseTcs COOTBeT-
cTBME TpeboBaHMAM 6e30MacHOCTU 1 oueHnBaeTcs LndpoBas 3penocTb. PesynbTaTel opopmAs-
FOTCA B aHaNUTUYECKNA OTYeT C BbIBOAAMU U YNpaBneHYeCckMN pekoMeHAaLMAaMY; MeTOAMKA
npegnonaraeT NpUMeHeHre YHNPULMPOBAHHbLIX LWabnoHoB, npoduner pnuckos n ¢opm purkca-
U1K AaHHBIX AN obecneveHns 06 beKTUBHOCTU U BOCMIPOU3BOANMOCT.

3aBepLuaroLLniA 3Tan - MOHUTOPUHT BbINOMHEHNS PeKOMeHAALMA, MO3BONAIOLWMNIA OTCe-
XWNBaTb peann3aLnio KOppekTUPYIOLWNX Mep N OLeHNBaTb JOCTUTHYTbIN 3ddekT.

3AKNTHOYEHWE

BHegpeHme ob6HOBNEHHOW MeToAMKN UT-ayamnTa - BaXHbIW War K MoAepHM3auum rocysap-
CTBEHHOro KOHTposiA B KasaxcraHe. MeTof0n0rmns cmeLlaet akueHT ¢ ¢opMasibHOro KOHTPOS
Ha PUCKOPNEHTUPOBAHHYIO M @HANUTUNYECKYH OLLeHKY, HaLeNeHHYH0 He TOJIbKO Ha OB6HapyXXeHune
HapyLLeHWI, HO 1 Ha noBblweHne 3ddeKTUBHOCTY LndpoBOoro ynpasneHus. VIHTerpauums mex-
AyHapoaHbIx ctaHzapToB (ISSAI, COBIT, ISO) obecneyrBaeT CONOCTaBMMOCTb MPAKTUK C MUPOBbI-
MU Noaxoaamn 1 GopmMupyeT efUHbIN MeXaHU3M OLLEeHKU LMPPOBOI 3peioCTU rocyjapCTBEHHbIX
opraHoB. B gonrocpoyHolri nepcnekTree pa3sutue UT-ayanTa B cucteme BATT cosgaeT npegno-
CbIIKN ANS NOBbILWEHWSA MPO3payHOCTX, 3GGEKTUBHOCTY N YCTONYMBOCTU LNPPOBOIN TpaHchop-
MaLMK rocylapCTBEHHOrO CeKTopa.

OCHOBHbIe BeKTOpbI Ja/lbHenLLero pa3ssuTus:

- YranybneHve pucKopreHTUPOBAHHOIO Noaxoaa. Ayaunt byzeT Bce 6o/bLue GoKycrmpoBaTh-
€Sl Ha KPUTUYHOCTY LMPOBBIX MPOLLECCOB, MPUOPUTETHOM OLleHKe 06 bEeKTOB MOBbILLEHHOIO pu-
CKa 1 MPUMEHEHNV aHaNUTUYeCKUX CPeACTB ANA PaHHEro BbIABEHUS Yrpo3, YTO NO3BOJIUT One-
PaTUBHO CHMXaTb PUCKK, CBA3aHHble C 3G PEeKTUBHOCTLIO 1 6€30MacHOCTLIO rocyAapcTBeHHbIX VC.

- PasBuTMe MeToAONOrNM ayanTa KMbepbe3onacHOCTU. YUnTbiBas poCT KMbepyrpos 1 pac-
wunpeHve udposolr MHGPACTPYKTYPbl, TPebyeTCs KOMMNIeKCHast OLeHKa 3aLUMLLEeHHOCTH, MexXa-
HV3MOB pearnpoBaHNsa Ha MHUMAEHTbI, yNpaBneHns YA3BUMOCTAMN N YCTONUMBOCTU KpUTnYe-
CKM BaXHbIX CUCTEM.

- Ayant anropntmMoB 1 cucteM UK. NMoasnsieTcs He06X0ANMOCTb NPOBEPKN KOPPEKTHOCTU
aNIroOpUTMOB, MPO3PAYHOCTU NIOTUKN MPUHATUS peLLeHniA, OTCYTCTBUSA ANCKPUMUHALMN, CObAtO-
AeHNS 3TUYECKNX HOPM 1 TpeboBaHWI 6e30MacHOCTU Npu Ucnonb3oBaHUK MW B roccekTope.

- KappoBoe pa3BuTre 1 CTaHAApPTM3auua KoMneTeHuuin. [Ana peanmsaunm HOBOW MeTo-
AVIKV HY>XKHbI cneyuanncTel, coBmeLlarowme T, aHanntnyeckme n ayagutopckme KoOMneTeHLUnN.
CosgaHune crneumann3nvpoBaHHOM NOArOTOBKMW, eANHbIX Npodunen KoMNeTeHUnn N CUCTEM He-
NpepbIBHOrO NOBbILLEHWSA KBaAUPUKaLMM MOBbICUT KaYeCTBO ayAnTa U yKpenuT foBepue K rocy-
JAPCTBEHHBLIM UHCTUTYTaM.

B nTore coBepLUeHCTBOBaHME METOA0N0TNN, YCUNEHWE K1bep 1 anropnutMmnYeckon coctas-
NAKLLNX, @ TaKXKe MHBEeCTUPOBaHMe B KaApPOBbIM MOTEHLMan Co34afyT YCI0BUA A5 Nepexosa
OT PeaKkTUBHOIO KOHTPOJIA K MPOaKTUBHOMY YNpaBAeHUO LGPOBbIMA PUCKAMU 1 MOBbILLEHNIO
pe3ynbTaTUBHOCTU roCyAapCTBEHHOIO YrpaBieHvs B LMdpoOBOA S3KOHOMUKE.
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AHpaTtna. Makanaga KasakctaH PecnybnmkacbiHbiH MeMnekeTTik 6ackapy xyneciHge IT-ayanTri
eHri3yaiH a4icHaManblk, HOPMaTUBTIK X3JHe MpakTuKanblK acnekTinepiH 3epjeneyre 6afbiTTanFaH
KeLleHAi 3epTTey XXYMbICbIHbIH, HITUXeNepi KeNTipisireH. 3epTrey MeM/IeKeTTiK opraHiapaa aknapat-
TbIK-KOMMYHUKaLMANbIK TexHonoruanapabl (AKT) konaaHy TMiMainirin 6aranayablH, KONAaHbICTafb!
TaCiNAepiH Tangayasl xaHe onapapsiH ISSAI 5300, COBIT 2019 xaHe ISO/IEC 27001 e3ekTi xanblka-
panbik ayanT CcTaHZapTTapbiMeH apakaTblHaCbIH KaMTUAbl. MeMJIeKeTTiK ayauTTiH YATTbIK MPakTu-
KacblH XaHe backa engepaiH Xofapbl ayauT opraHiapbiHAa KONAAHbINATLIH LWeTendik Tacingepai
caNibICTbIpManbl Tanjay Herisinge IT-ayanT XYpPri3ydiH XXaHapTbliFaH KelleHAi ajicTeMeci a3ipneH,.
¥CbIHbIIFaH a4icTeMe MemnekeTTik mekemenepaiH Lndpnbik xeTinyiH 6aranay kypangapsiH, IT-npo-
LectepdiH TUiMAINIri MeH TWiMAiniriH Tanjayabl, COHAan-ak aknapaTTblk Tayekengepai 6ackapy
KOHIHAETI Wapanapabl nHTerpaunanayibl KamMTuabl. S4iCTeMeHi XeTiNAipyaiH sAicHamanblk Herisi
YW AeHreini nHTerpaumsa 6onbin tTabelnagel: ISSAI 5300, COBIT 2019 xaHe ISO/IEC 27001 xanblkapa-
NblK, CTaHZAPTTapbIH YATTbIK, HOPMATUBTIK TananTapMeH BipikTipy; Ka3akCTaHAbIK WblIHAbIKKa 6eil-
iMaenreH UMdpbIK XeTinyai 6aranayiblH apanac MofeniH eHrisy; IT-npouecTepain, HITVXeNiNiriHiA
CaHAblK KepceTKilTepi MeH cananblk, NHAMKATopAapbl XyeciH Konaany. XeTingipinreH sgicteme
TUIMAINIKTIH caHAblK KepceTkiwTepiH, AKT nHdpakypblibIMbIH Tayekenre 6arfapnaHFaH Tangay-
Abl X3He MeMJiekeTTiK opraHjapAa aknapaTtTblk TexHonornsnapabl backapy KafugaTTapbiH UHTe-
rpaumsanayibl KaMTamMachi3 eTegi. ¥CbIHbIFaH 94iCHaManblk TaCiIAep MeH Kypandapabl icke acbipy
KasakctaH PecnybavkacblHbIH, MeMIeKeTTiK opraHAapbl MeH ayAuUTOPAbIK OopraHAapfa: udpblk
TpaHchOpMaUMSaHbIH Xan-KyniH 6aFanayapblH allbIKTbIFbl MEH OO BEeKTUBTINIMH apTTblpyFa; ayauTop-
JIbIK KOPbITbIHABIIAP MeH YCbIHbIMAAPABIH canackl MeH Heri3ginirin xakcapTyra; AKT eHrisy npoue-
CTePIHIH, TMIMAINIriH XaHe |T-pecypcTapAbl yTbiMAbl NaAanaHyabl KaMTaMacb3 eTyre; aknapaTTbik
ToyekenAepai asanTyra XoHe aknapaTTblk Kayinci3gik geHreiH apTTblipyFa MyMKiHAIK 6epegi.

Tyinin cespgep: IT-ayanT, aknapatTbik kayincisgik, ISSAI 5300, COBIT 2019, I1SO 27001, memnekeTTiK
ayamnT, AKT Trimginiri.
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Abstract. The article presents the results of a comprehensive research work aimed at studying the
methodological, regulatory and practical aspects of the implementation of IT audit in the public
administration system of the Republic of Kazakhstan. The study covers the analysis of existing
approaches to assessing the effectiveness of information and communication technologies (ICT) in
government agencies and their relationship to the current international auditing standards ISSAI
5300, COBIT 2019 and ISO/IEC 27001. Based on a comparative analysis of the national practice of
state audit and foreign approaches used in the Supreme Audit Institutions of other countries, an
updated comprehensive methodology for conducting IT audit has been developed. The proposed
methodology includes tools for assessing the digital maturity of government agencies, analyzing
the effectiveness and efficiency of IT processes, as well as integrating information risk management
measures. The methodological basis for improving the methodology is a three-level integration:
combining international standards ISSAI 5300, COBIT 2019 and ISO/IEC 27001 with national
regulatory requirements; the introduction of a combined model for assessing digital maturity
adapted to the realities of Kazakhstan; the use of a system of quantitative indicators and qualitative
indicators of the effectiveness of IT processes. The improved methodology ensures the integration
of quantitative performance indicators, risk-based analysis of the ICT infrastructure and principles of
information technology manageability in government agencies. The implementation of the proposed
methodological approaches and tools will allow the state bodies of the Republic of Kazakhstan and
audit bodies to: increase transparency and objectivity in assessing the state of digital transformation;
improve the quality and validity of audit reports and recommendations; ensure the effectiveness
of ICT implementation processes and the rational use of IT resources; reduce information risks and
increase information security.

Keywords: IT audit, information security, ISSAI 5300, COBIT 2019, ISO 27001, state audit, ICT efficiency.
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